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FusionEHR: Supported Use Cases for Multi-
Factor Authentication (MFA) 
The FusionEHR application allows for multi-factor authentication through coordination with identity 
providers, using industry standards that align with the Office of the National Coordinator for Health 
Information Technology’s (ONC) multi-factor authentication criteria found under § 170.315 (d)(13). 

Supported Workflows 
FusionEHR utilizes this functionality for the process of logging into the EHR application. 

Supported Identity Providers 
The FusionEHR solution is compatible with identity providers that have multi-factor authentication 
capabilities and meet the following standards: 

OAuth 2.0 / OpenID Connect 
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